Topic: How to COPY /Remove FP data to Smart Card(ACTAtek

MiFare card) for double access security?

Last updated date: March,2016

Note:

e For new FLI-SM model device,the client will need to use MiFare
4K cards to "Copy or Move FP data to Card" function at the
device's console menu .This is due to FLI model's fingerprint
template file was saved at larger file size.

o For end of life FAM-SM model device,the client can use MiFare
1K cards to Copy or Move FP data to Card" function at the
device's console menu .This is due to FAM model's fingerprint
template file was saved at smaller file size.

Stepl. Login to device’s console menu as Super Admin:A999, Password:1

Step2. Go to [Add Users] to add “FingerPrint” user, and then also add
“Smart Card” user.

Step3.0nce Step1&Step2 was done, go to [Add Users]->[Smart
Card]->[Remove to Smart Card].Enter ‘User ID’ first,and then put the
Smart Card and wait for writing FingerPrint data was done.

e.g. Remove User ID:168 FP template to Smart Card

Step4.Go to [Access Group]->edit the default Access Group’s [Access
right] to make general/general staff group’s “quick access” become
disable. See below.
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Step5.After that, when the user tried to access the device, it will be
required to present Smart Card first (the device will read FP data from
Smart Card),and put his/her Finger to check and wait for authentication
was done. (Download the demo video file.)

05 {06 o7 fos oo fi0 11
L

11 |]
[ ] (]


http://www.actatek.com/Downloads/support/videos/sc+fp+remove.mp4

